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Tajné želanie, ako minúť 10-tisíc eur

Martin Lohnert, 
riaditeľ centra kybernetickej 
bezpečnosti Void SOC, Soitron 

Ďakujeme veľmi pekne, vaša pod-
pora nás skutočne potešila. Investí-
ciu nasmerujeme do vzdelávania 
našich SOC špecialistov, pretože 
ich expertíza pomôže bezpečnos-
ti našej i našich klientov. Špecia-
lizované školenia sú však náklad-
né a 10-tisíc eur nám vystačí len na 
jedno kvalitné týždňové školenie 
pre jedného analytika.

Peter Dufek,
 manažér kybernetickej  
bezpečnosti,
Penta Hospitals

Ak by sa mi podarilo získať k dis-
pozícii takúto sumu, určite by som 
ich chcel využiť na sériu table-top 
simulačných cvičení s cieľom 
zvýšiť zručnosti a znalosti o rých-
lej a správnej reakcii na závažné 
bezpečnostné incidenty v nemoc-
niciach.

Roman Čupka, 
hlavný konzultant,
Progress a CSO Istrosec

Rozdelil by som ich kolegom, ktorí 
tvrdo makajú, niekedy nad rámec 
svojich možností. Pretože kyber-
netická bezpečnosť - rovnako ako 
každá iná profesia - je skutočne 
o kvalitných, pracovitých ľuďoch.

Peter Švec, 
vysokoškolský učiteľ,
Fakulta prírodných vied a infor-
matiky UKF v Nitre

Ľudia si len veľmi málo uvedo-
mujú cenu informácií, ktoré si 
ukladajú na USB kľúče. Často na 
nich majú uložené citlivé údaje, 
a pritom sa to každú chvíľu stra-
tí. Každému zamestnancovi na 
fakulte by som kúpil hardvérovo 
šifrovaný USB kľúč s tlačidlami 
na kód. Keď sa stratí, nálezca ho 
nenačíta. Ak by ho chcel niekto 
zneužiť a nahrať tam škodlivý sof-
tvér, mal by smolu.

Milan Vojvoda,
Riaditeľ Ústavu informatiky 
 a matematiky FEI STU

Použil by som ich na školenia o ky-
berbezpečnosti pre zamestnancov. 
Práve oni sú najslabším článkom 
v bezpečnosti. Alternatívou by bolo 
použiť financie na rozšírenie labo-
ratória na simuláciu kyberútokov. 
I keď sa môže zdať suma 10-tisíc 
eur veľká, nestačila by ani na za-
platenie etického hackera, ktorý 
by preveril stav kyberbezpečnosti 
v našej organizácii.

Miroslav Michalko,
riaditeľ,
Univerzitný vedecký  
park TECHNICOM

Určite by som to využil na zvýše-
nie svojich vedomostí a zručnosti 
v profesionálnych kurzoch zamera-
ných na KB, ktoré mám vyhliadnu-
té. Preferujem praktické školenia 
v laboratóriách zamerané na za-
bezpečenie OT systémov, najmä so 
skúsenými lektormi z praxe. A vzal 
by som so sebou aj kolegov.

Diana Legdanová, 
riaditeľka divízie  
pre bezpečnosť,
Západoslovenská energetika

Podľa rozprávky o troch grošoch, 
tretinu by som venovala minulosti 
a dala preveriť zraniteľnosti nasa-
dených bezpečnostných nástrojov. 
Tretinu by som minula na súčas-
nosť na špeciálne školenie pre 
expertov alebo pre zamestnancov 
s kvalitným lektorom. Tretinu by 
som investovala do pokročilých 
detekčných a monitorovacích ná-
strojov.

Jaroslav Oster, 
predseda správnej rady,
Preventista.sk

Rozdali by sme čo najviac SETov 
učebníc informačnej bezpečnosti 
stredným školám a gymnáziám, 
knižniciam a urobili k nim čím viac 
inštruktážnych workshopov.

Timea Tomčová, 
manažérka informačnej  
bezpečnosti,
Poisťovňa Union

Pekne by bolo investovať tieto 
zdroje do profesionálne priprave-
nej interaktívnej bezpečnostnej 
kampane pre všetkých zamest-
nancov. Kampaň by mala byť zá-
bavná, náučná, ideálne celodenná 
s dobrým jedlom, kávou a na zú-
častnených by pri odchode čakala 
drobnosť v podobe darčeka.

Michal Srnec, 
vedúci oddelenia informačnej  
bezpečnosti,
Aliter Technologies

Absolútna suma 10-tisíc eur 
predstavuje vždy iný príspevok ku 
kyberbezpečnosti vzhľadom na 
veľkosť firiem, či súčasnú verzus 
požadovanú úroveň kyberzabez-
pečenia. Jednou z najlepších mož-
ností je použiť túto sumu na zníže-
nie existujúcich rizík. Akokoľvek. Či 
to bude kreatívna vzdelávacia kam-
paň, zvýšenie úrovne EDR licencie, 
alebo navýšenie počtu podporných 
MD od kvalitného dodávateľa.  

Tomáš Loveček, 
prodekan pre vedu a výskum,
Fakulta bezpečnostného  
inžinierstva Žilinská univerzita

Úvodom by som sa spýtal na 
viazanosť, spoluúčasť, platnosť, 
udržateľnosť a spôsob refun-
dácie. Dali by sa investovať do 
infraštruktúry, ale vystačili by tak 
na upgrade alebo update. Efek-
tívnejšie by bolo ich investovať 
do zvýšenia vedomostí, zručností 
a kompetencií pedagógov. Zau-
jímavá by bola tiež investícia do 
profesionálneho propagačného 
portfólia vzdelávacích a vý-
skumných aktivít v oblasti KB.

Július Selecký, 
senior technický špecialista,
ESET

Spravil by som v segmente 
malých a stredných firiem “bez-
pečnostnú párty“. Najal by som 
profíkov, nech ma skúsia hack-
núť, a následné diery vyplývajúce 
z tohto penetračného testu by 
som zaplátal. Ostatné peniaze 
by som použil na školenia o ky-
berbezpečnosti. Tak aby vedeli, 
že heslo dunčo123 už dnes nie je 
cool a že ten mail, na ktorý mám 
kliknúť, aby mi zvýšili plat, môže 
byť phishing.

Dominik Procházka, 
riaditeľ odboru bezpečnosti,
AGEL SK

Investoval by som celú sumu do 
vylepšenia, väčšej automatizácie 
interného vzdelávacieho systému 
v oblasti kybernetickej bezpečnosti.

Tomáš Valenta, 
riaditeľ,
Check Point Software  
Technologies na Slovensku

Asi by som pozval na raňajky štu-
dentov na niekoľkých školách, 
zobral so sebou mojich skvelých 
kolegov a tém by sme mali určite 
dostatok. Verím, že za 10k by to bo-
lo veľa spokojných plných hláv.

Alexander Varga, 
informačný architekt
US Steel

Bezpečnosť stojí a padá hlavne na 
ľuďoch. Ak by som dostal k dispo-
zícii neviazaný rozpočet, investoval 
by som ich do ocenenia ich kvalitnej 
práce. Dať im najavo, že bez nich to 
nikto nezvládne. Kvalitný teambuil-
ding po uplynulom období je jasná 
voľba a za zvyšok odborné školenia, 
prípadne účasť na konferencii.

Andrej Žucha, 
generálny riaditeľ,
ALISON Slovakia

Nečakaný rozpočet si vyžaduje 
nečakané riešenia. Tak som začal 
zvažovať nákup aplikácie gene-
ratívnej umelej inteligencie. AI 
aplikáciu by sme začali trénovať na 
odbornú argumentáciu, ktorej by 
porozumeli rôzni príjemcovia.

Martin Oczvirk, 
riaditeľ odboru informačnej  
bezpečnosti a certifikácie,
Úrad na ochranu osobných údajov

Tam, kde je málo peňazí, je treba 
hľadať minimalistické, ale funkčné 
a čo najkvalitnejšie riešenie. Keďže 
v kybernetickej bezpečnosti je vždy 
niečo zlepšovať, tak by som inves-
toval pravdepodobne do profesio-
nála, ktorý sa venuje bezpečnosti.

Ivan Kopáčik, 
bezpečnostný expert,
Gordias

Práca špecialistov kybernetickej 
bezpečnosti je náročná, plná 
stresu, psychicky vyčerpávajúca, 
vyžaduje si nadštandardné nasa-
denie. Takýto vynútený „životný 
štýl „ sa môže negatívne odzrkadliť 
na ich zdravotnom stave. Celú 
čiastku by som preto venoval ob-
čianskemu združeniu pre odbornú 
starostlivosť o takýchto vyslúži-
lých „vyhoretých“ bezpečákov (ak 
by existovalo). Zaslúžia si.

Pavol Sokol, 
vedúci CSIRT-UPJS
UPJŠ v Košiciach 

Akékoľvek peniaze rozumne 
investované do informačnej 
a kybernetickej bezpečnosti sa 
každej organizácii násobne vrátia. 
Osobne by som čiastku investoval 
do ľudí, keďže ich považujem za 
dôležitý prvok, bez ktorého by 
procesy a technológie nefungovali 
správne. Príkladom by mohlo byť 
vzdelávanie pre rôzne cieľové 
skupiny, vrátane IT špecialistov 
a bezpečnostný tím.

Katarína Kročková, 
odborníčka na ochranu  
osobných údajov,
Kročka & Partners

Pevne verím, že spoločnosť má 
prijaté dostatočné technické 
a organizačné opatrenia. Avšak, 
pre relevantné posúdenie by som 
požiadala kolegu o analýzu rizík 
a audit kyberbezpečnosti. A ná-
sledne by som navrhnuté riešenia 
implementovala. Určite by som 
zvážila aj investíciu do vzdelania.

Jaroslav Ušiak, 
prodekan pre vedu a výskum,
Fakulta politických vied  
a medzinárodných vzťahov UMB 
Banská Bystrica

Sumu by som využil na podporu 
výskumu a vzdelávania. 5 000 eur 
by išlo na podporu študentov, čo 
by im umožnilo realizovať vlastné 
výskumné projekty alebo stáže. 
2 500 eur by sme investovali do 
podpory publikácií pedagógov, čím 
by sa zvýšila medzinárodná vidi-
teľnosť fakulty. 2 500 eur by bolo 
určených na organizáciu konfe-
rencie, ktorá by poskytla priestor 
pre študentov a akademikov dis-
kutovať s odborníkmi a podporiť 
prepojenie teórie a praxe.

Alexandra Húsková, 
manažérka Team Slovakia,
European Cyber Security  
Challenge

Zorganizovala by som vzdelávacie 
bootcampy pre mladé kybertalen-
ty z ECSC Team Slovakia, kde zvy-
šujú schopnosti a rozvíjajú svoje 
dary. Vzniká pri tom unikátna 
juniorská kyberkomunita, ktorá 
obohatí rady skúsených profe-
sionálov o netradičné riešenia 
a nápady. Investícia do mladých, 
nadšených a motivovaných ľudí 
sa nám všetkým niekoľkoná- 
sobne vráti.

Ivan Makatura, 
generálny riaditeľ,
Kompetenčné a certifikačné 
centrum kybernetickej 
bezpečnosti

Kúpil by som to čo nemám,  
ale práve veľmi chcem. Nazýva 
sa to subjektívna potreba. Ešte 
by bolo načim vziať do úvahy aj 
užitočnosť –  mieru uspokojenia 
a potešenia, ktoré získam z ná-
kupu a spotreby. Nechcite však, 
aby som „od stola“ odhadol, aký 
produkt poteší typického sloven-
ského manažéra. Čo nakoniec 
kúpi, je aj tak otázkou momen-
tálnej dostupnosti produktu. 
Koniec makroekonomického 
okienka.

Ivan Kotuliak, 
dekan,
Fakulta informatiky  
a informačných technológií  
STU Bratislava

Suma 10-tisíc eur nie je veľká ani 
malá pre organizáciu, ako je naša 
fakulta. Použil by som ju primárne 
na školenie zamestnancov v ky-
berbezpečnosti a zvýšenie ich 
agilnosti a informovanosti. Také-
to kurzy ponúka aj naša fakulta. 
Je dôležité investovať do zamest-
nancov, aby sme boli krok vpred 
v boji proti kyberhrozbám. 

Andrej Mišura,
partner,
skupina Cyllium

Úplne úprimne? Dožičil by som 
kolegom aj sebe bezpečný od-
dych aspoň pár dní. Kyberbez-
pečnosť je náročná a nedáva 
vám vydýchnuť. Aspoň pár dní by 
sme neotvorili notebooky a ne-
kontrolovali telefóny. A potom sa 
obávam, že by nám tento profesi-
onálny adrenalín začal chýbať.

Anketa
Október je mesiac kybernetickej bezpečnosti. 
Tak si predstavte niečo nepredstaviteľné: 
rozpočet, ktorý môžu bezpečnostní profesionáli 
aj pedagógovia minúť podľa vlastného uváženia. 
Ak by ste dostali k dispozícii 10-tisíc eur, ako by 
ste ich zužitkovali?


