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Napredujeme alebo sa iba motame?

ANKETA

Mame tretie vyrocie Specializovanej prilohy
Hospodarskych novin. V ankete sme uz oslovili
vySe stovky respondentov a dnes sa pytame
tych najlepsich: Posunulo sa Slovensko za tri
roky v kyberbezpecnosti?

Milan Pikula,

riaditel

Narodné centrum kybernetickej
bezpecnosti SK-CERT

Na vladnej Grovni mame schvalend
stratégiu kybernetickej bezpecnosti
z roku 2021 a naSa legislativa patri
medzi tie prepracovanejSie v Euro-
pe. Téma kybernetickej bezpecnosti
uZ rezonuje nielen u odbornikov, ale
aj vo firmach a verejnosti. Problé-
mom je slaba viditelnost incidentov.
Organizacie nemajl kapacity, takze
mnohé incidenty zostand nepovsim-
nuté. RieSené incidenty s navySe
Casto nedostatocne hlasené.

Tomas Zatko,
eticky hacker, CEO
Citadelo

Pozorujeme, Ze ¢oraz viac klientov
zacina chapat, Ze kyberbezpec-
nost je cesta Ci proces, a nie ciel.
Uspesné firmy si najdu partnera,
ktory im tento proces dokaze
nastavit, reflektujdc limitované
zdroje, a tento nastaveny plan
potom napiiiaji malymi, ale kon-
zistentnymi krokmi.

Julius Selecky,
senior technicky Specialista
ESET

Ak neberiem do Uvahy, Ze aj vdaka
nasmu &lenstvu v EU sa neustale
sprisnuju povinnosti v oblasti ky-
berbezpecnosti, tak u zakaznikov
badat vyraznd zmenu v mysleni.
Citit snahu o vytvaranie bezpecné-
ho prostredia. Vacésina uz doSla na
to, Ze nestaci len zapojit , krabiCku“
do siete, ale kontinualne budovat
bezpecnost tak, ako sa meni svet
okolo nés.
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Robert Mramtich,
manazér kybernetickej bezpec€nosti
MH Teplarensky holding
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Bez ohladu na sektor k posunu
vpred nas tlacili najma legisla-
tivne milniky. Nie je tajomstvom,
Ze mnohé vyrobné a priemyselné
podniky prave za posledné obdo-
bie dobiehali svoj dlh z minulosti.
DalSie vyznamné zmeny moze
priniest o¢akavana transpozicia
smernice NIS2 do naSej legisla-
tivy. Verim, Ze uz aj s ohladom na
Specifika sveta vyrobnych a riadia-
cich technologii.

Ivan Kopacik,
bezpecnostny expert
Gordias

Pred vySe tromi rokmi vstGpili do
platnosti kltG¢ové pravne predpisy,
ktoré sa zacali implementovat

do praxe. A priniesli praktické vy-
sledky. Za vSetky spomeniem ako
priklad audity kybernetickej bez-
pecnosti u prevadzkovatelov zak-
ladnych sluzieb. Tato systematicka
aktivita naStartovala rieSenie ky-
berbezpecnosti aj tam, kde sa nou
predtym zaoberali len minimalne.
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Roman Cupka,
hlavny konzultant
Progress a CEO Synapsa Networks

Vnimam ovela Sirsi zaujem o ky-
berbezpecnost ako celok a posun
nastava najma z troch dévodov.
Profesiondlna komunita sa rozsi-
ruje o mladsie rocniky aj vdaka
medializacii. Legislativne a regu-
laéné poziadavky okrem ochrany
kyberpriestoru ,nakopli“ aj biznis
v tejto oblasti. Pribudlo mnoZstvo
kyberincidentov, kde sa okrem vel-
kych firiem stavaji obetami roznych
podvodov aj bezni pouzivatelia na
dennej baze.

Jan Grujbar,
generalny riaditel
Aliter Technologies

Dnes je de facto Standardom, ze
aspekty kyberbezpecnosti pred-
stavuju doélezity parameter takmer
pri vSetkych biznisovych rozhod-
nutiach. Samozrejme, to nezna-
mena, Ze samotna pritomnost

pri rozhodovani je dostatocna

- kyberneticka bezpecnost v pod-
nikoch a organizaciach este musi
svoje miesto obhdjit a ¢akaju ju
narocné vojny, no konecne jedna
so spravnymi ludmi na spravnom
mieste.

Tomas Valenta,

riaditel

Check Point Software Technologies
na Slovensku

Posun v kyberbezpecnosti je vysled-
kom systematickej prace osobnosti
a firiem, ktoré sa tomuto segmentu
venuju. Rozhodne vSak stale za-
ostavajl zdravotnictvo a Skolstvo.
Slovensko ma pred sebou este dihd
cestu k perfektnej kyberodolnosti

a najhorsie, o nam hrozi, je zaspat
na vavrinoch.

Radoslav Rosiar,
senior bezpecnostny konzultant
konzultanti.it

Prevadzkovatelia zakladnych
sluzieb vratane tych Statnych
zacali brat velmi vazne oblast
kyberbezpecénosti. Ovplyviujd to
hlavne zvySené pocty cielenych
kybernetickych incidentov, ktoré
prevadzkovatelov za ostatné ob-
dobia u nas zasiahli, dalej zavery
z absolvovanych auditov kyber-
netickej bezpecnosti, postupna
implementacia bezpecnostnych
opatreni a ¢asté budovanie bez-
peénostného povedomia.

Stanislav Smolar,

manazér oddelenia bezpecnosti
Soitron

Vdaka ,ostrej“ Gc¢innosti zakona

o kyberbezpecénosti badat od roku
2020 vyrazny posun dolezitosti
tejto témy aj u vrcholového ma-
nazmentu takych organizacii, ktoré
jej historicky nevenovali primeranu
pozornost. V poslednych troch
rokoch je tiez badatelne vyssi
zaujem o kyberbezpecnost medzi
mladymi ludmi formou ich Gcasti
na odbornych konferenciach ¢i
zaujmom o vzdelavanie v oblasti
kyberbezpecnosti.

Jaroslav Oster,
predseda spravnej rady
Preventista.sk

V ramci ¢innosti nasho obcian-
skeho zdruzenia sa pocas troch
rokoch vdaka dobrovolnickej praci
¢lenov podaril zasadny posun

v podpore stredného i zakladného
Skolstva pri vzdelavani informac-
nej a kybernetickej bezpecnosti.
Vytvorili a vydali sme Styri ucebni-
ce a k nim prinaleziace metodiky,
ktoré dnes v rade slovenskych
$kol pomohli nastartovat i skvalit-
nit vyuébu tém bezpecnosti Ziakov
i pedagdgov.

Richard Kiskovac,
generalny riaditel
Elkan

Posledné tri roky boli poznacené
réznymi turbulenciami a zmenami
paradigiem. Slovensko sa v kyber-
bezpecnosti aj vdaka legislative
postupne zacalo uberat nejakym
smerom. AvSak iba velmi pomalym
tempom. Premarnenou prilezi-
tostou je fakt, Zze sa nepodarilo
efektivnejsie vyuzit vSetky do-
stupné zdroje pre rozvoj a zachytit
dynamiku. Do budcnosti je preto
potrebné zamysliet sa nad vytvo-
renim takého prostredia a ekosys-
tému, ktory dokaze preniest vacsi-
nu dobrych idei aj do praxe.

Ivan Makatura,

generalny riaditel

Kompetencné a certifikacné
centrum kybernetickej bezpecnosti

Zriadené bolo Kompetencné cen-
trum, vzniklo nové znalecké odvet-
vie, plni sa akény plan, vacsina pre-
vadzkovatelov vykonava audity ky-
berbezpecnosti, zlepSuje sa Groven
odolnosti, zvySuje sa bezpecnostné
povedomie, sme prvym ¢lenskym
Statom, ktory eurépske znalostné
Standardy implementoval v prav-
nom predpise, sme najuspesnejsi
v pocte schvalenych eurépskych
projektov. To vobec nie je zlé.
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Dominik Prochazka,
riaditel odboru bezpecnosti
AGEL SK
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Za posledné tri roky vnimam posun
k lepSiemu. Povinné audity a me-
dializacia udalosti posiliujd pove-
domie o kybernetickej bezpecnosti
aj medzi verejnostou. Na zaklade
vlastnych skisenosti sa domnie-
vam, Ze v oblasti top manazmentu
nastal zasadny zlom. Kyberneticka
bezpecnost sa uz nevnima len ako
nepotrebny naklad, ale ako kltcova
polozka rozpoctu pre stabiln( pre-
vadzku spolo¢nosti.

Diana Legdanova,

vedica lUseku bezpecnosti
Vychodoslovenska energetika
Holding

Slovensko sa od Gcinnosti kyber-
bezpecnostného zakona posunulo,
dokonca - skokovo. Kyberpovedo-
mie vo firmach je na neporovna-
telnej Grovni. Aj laicka verejnost

je vzdelanejSia a vnimavejSia

voci kyberhrozbam, ¢asto ,vdaka“
vlastnym ¢&i nepriamym zlym ska-
senostiam. DalSim drajverom bol
ukrajinsko-rusky konflikt a kybervoj-
na. Najvacsi posun vsak vidim vo
vyznamnom rozSireni a v posilneni
odbornej komunity, za ktorym stoji
niekol'ko ludi - aj tu na tejto platfor-
me. Realitou vSak je, Ze vo vacsom
meradle je Slovensko stéle len na
zaCiatku svojej cyberjourney.
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Miroslav Chlipala,
riadiaci partner
BCH Advokati Chlipala

Pohladom pravnika? Pravne ramec
pre kyberbezpecnost podstatnym
spdsobom narastol. Styri novely

a dve vyhlasky k zakonu a novela
dolezitej vyhlasky, Narodna stra-
tégia do roku 2025 a akény plan.
Nepodarilo sa vSak vyriesit zdvo-
jenu regulaciu pre podsektor Infor-
macnych systémov verejnej spravy.
Ocakavame navrh novely zakona,
ktorou bude transponovana Smer-
nica NIS 2!

Andrej Zucha,
generalny riaditel
ALISON Slovakia

Vysoko hodnotim zriadenie Na-
rodného koordinaéného centra
ako sucast siete pod kuratelou
Eurépskeho kompetencného cen-
tra a rozvoj eurépskej spoluprace.
Negativom je nizka angazovanost
malych a strednych podnikov v ky-
berbezpecnosti, ¢o je prekazkou
celkovej narodnej bezpecnosti

a odolnosti. Slovensko sa posunu-
lo v niektorych klG¢ovych aspek-
toch kyberbezpecnosti, ale stale
ma pred sebou vela prace na
odstraneni slabin a vyuZiti plného
potencialu modernych technologii
a pristupov.

Tomas Hettych,
viceprezident
ISACA

Za posledné roky urobilo Sloven-
sko v kyberbezpecnosti obrovsky
posun. Prebehla prva vina auditov
s ocakavanymi vysledkami. Nasle-
dovali implementacie bezpecnost-
nych opatreni a akurat prebieha
druhé kolo opakovanych auditov.
Prvé vysledky ukazuju dramaticky
posun k lepSiemu nielen v orga-
nizacnych, ale aj v technickych
opatreniach. Kyberbezpecnost

uz je konecne vazna téma, ktor(
maju na programe vedenia orga-
nizacii.

Jan Andrasko,
SOC manazér
Binary Confidence

Organizacie sa koneCne zacali
zaoberat kyberbezpecnostou

v dosledku kyberbezpecnostného
zakona a opakovanych auditov
po dvoch rokoch. Mnohé Statne
a polostatne organizacie, s ktory-
mi sme spolupracovali, zamestnali
motivovanych a schopnych ludi,
ktori maju zaujem veci riesit, Zial,
narazaji na obrovski a frustruja-
Cu rezistenciu.

Jan Golais,
poradca bezpecnosti
Slovak Telekom

Stale vidime nizke kyberbezpec-
nostné povedomie. Premarnili
sme Sancu investovat do moder-
nizacie kybernetickej infrastruk-
tdry a najma vzdelavania v tejto
oblasti. Negativom stéle zostava
aj laxny postoj manaZzmentov
prevadzkovatelov zakladnej sluz-
by. Pri GDPR aj pri kybernetickej
bezpecnosti nam vzniklo niekolko
Jrychlokvasenych“ spoloénosti ko-
pirujicich rieSenia. Najsmutnejsie
je, Ze nikto voCi nim nezasiahne.
Naozaj sa to neda, pani?

Peter Dufek,
manazér kybernetickej
bezpecnosti

Procare a Svet zdravia

Po dlhych rokoch stagnacie

v chapani zavaznosti kyberhro-
zieb je posun v tejto oblasti vidi-
telny. Okrem prijatia dolezZitého
zakona a vyhlasok treba vyzdvih-
ndGt prinosy najma Kompetenc-
ného a certifikatného centra,
SK-CERT, realizaciu mnoZstva
auditov skutkového stavu ochra-
ny u prevadzkovatelov, ako aj
neocenite/ni moznost ¢erpania
finan¢nych prostriedkov z ope-
raénych programov EU na kyber-
bezpecnost.

Martin Oczvirk,

riaditel odboru informacnej
bezpecnosti a certifikacie

Urad na ochranu osobnych tidajov

Z hladiska agendy osobnych Gda-
jov sme sa posunuli hlavne v tom,
ako dramaticky rastl bezpec-
nostné incidenty. Stat stale slabo
reaguje na aktualny stav. Dnes
dokéaze aj relativne neznaly (toc-
nik pouzit umeld inteligenciu na
vytvorenie Gtoku. Stale nevidim
povinné Skolenia a tréningy pre
zamestnancov Statnej spravy.
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Marian Trizuliak,

architekt kybernetickej
bezpecnosti
Zapadoslovenska distribucna

Mame legislativu a dozorné or-
gany, plejadu podpornych a roz-
vojovych aktivit, a to najma vo
vzdelavani, ale Utoky a incidenty
sU stale tu. Tlak regulatora na
aplikovanie pozadovanych opatre-
ni musia priniest pozitivny efekt
v podobe zvySenia odolnosti vodi
Gtokom. O kyberbezpecnosti sa
viac hovori v médiach aj cez tuto
anketu. Len ludia sl nepoucitel-
ni - reaguju na Skodlivé e-maily,
inStaluju neautorizovany softvér,
aj nelegalny, a poskytuju citlivé
Gdaje komukolvek.
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Roman Varga,
manazér kyberbezpecnosti
Doévera zdravotna poistovina
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NevyuZité prilezitosti v sektorovej
kyberspolupraci v zdravotnictve
st mementom pre dalSie obdo-
bie. Co sa musi stat, aby sme

si uvedomili, Ze chranime to
najcennejsie? Narodna stratégia
kyberbezpecnosti pritom jasne
definuje cielovy stav ako ,vybu-
dovanie dostato¢ného odborného
personalneho zakladu v tejto
oblasti“. Zatial' marne. Stéle hla-
dame ihlu v kope sena a tvarime
sa, ze je to v poriadku.



